项目需求

**一、需求参数**

|  |  |  |  |
| --- | --- | --- | --- |
| **序号** | **需求及参数名称** | **具体要求** | **备注** |
| **1** | **基本要求** | **终端防病毒及服务器防病毒维保服务** |  |
| **2** | **服务地点** | **天津医科大学第二医院** |  |
| **3** | **服务范围** | **终端防病毒及服务器防病毒维保服务** |  |
| **4** | **服务内容涉及** | **1300台终端防病毒系统维保**  **200台服务器防病毒系统维保** |  |
| **5** | **维护期** | **服务周期为合同签订后3年** |  |
| **6** | **付款周期** | **签订合同后的10个工作日内支付合同总额的100%** |  |
|  | **实际性要求** | **1.🟊具有独立承担民事责任的能力** |  |

1. **服务范围：**

涵盖天津医科大学第二医院1300台终端和200台服务器防病毒软件系统，主要功能包括：

1. 本地查杀和云查杀功能
2. 可疑文件静态分析和动态分析功能
3. 可疑文件处置功能
4. 勒索防护功能
5. 扫描模式灵活设置功能
6. Web信誉检测功能
7. 无文件攻击防护功能
8. **服务内容：**

（1）供应商在规定时间内完成医院终端和服务器防病毒系统维保服务等，并且保证终端和服务器防病毒系统的安全稳定运行。

（2）供应商安排专业技术负责人负责与医院协调终端和服务器防病毒系统维保的相关事宜，发现问题及时处理，技术热线：Tel:；电话技术支持的时间在星期一至星期五，上午8:30至下午20:30（节假日除外）、远程技术支持的时间在星期一至星期日，7×24小时。工作日内，电话响应时间不超过1小时；现场提供技术服务时间由甲乙双方共同协商。

（3）培训服务：针对服务期间系统的功能提供培训服务，供应商承诺对医院专职人员进行培训，使其能很好的掌握系统的功能。

（4）巡检服务：供应商安排专业技术人员进行每季度一次的巡检服务，对系统运行状态、配置策略、软件版本、问题故障进行检查和解决。

（5）紧急情况处理：遇到防病毒系统影响医院终端或业务系统正常使用和运行等情况，公司在收到甲方有效通知时起，务必安排有经验的工程师第一时间响应，必要时第一时间快速赶到现场，协助甲方信息工作人员紧急处理情况。

（6）升级服务：维护期内供应商负责免费为医院提供防病毒系统版本升级；免费升级不包含医院所提出的新增功能模块需求，如在维护期内确有新功能模块需求可与供应商协商后另行签订协议。如有新需求按照双方协商后进行收费。

注：请参加此次方案调研的厂商提交服务方案及相关服务案例。